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Segregation of Duties for Infor-Lawson

Committed to your success.

Founded in 1983, Kinsey has provided software sales,
Implementation, support and development for 32 years.

_awson reseller and implementation partner since 1997.

_awson certified systems integrator partner.
Lawson complementary software partner.
Lawson’s “Go to” implementation partner for public sector.

Provide complementary Lawson software products.

mplemented solutions for over 120 Lawson accounts.




Segregation of Duties

Security Solutions for Infor-Lawson

v 290 Delivered Policies

With our delivered policies covering Asset Management, Cash Management, Closing Procedures,
Inventory Control, Order Processing, Payables Management, Receivables Management, and Payroll
you will receive immediate benefits from the SoD reports. You can also define your own policies using

the SoD admin screen,

v Over 2,500 Predefined Rules (S3)

Our Lawson application consultants have defined over 2,500 rules that are used to validate that your
security conforms to the 290 SoD delivered policies. You have full flexibility over adding or changing any

of the rules.

v Automatic Email Notifications

Once you have defined a report simply add it to our schedule so you can be notified when a security
change causes an SoD violation.

The Segregation of Duties application is designed to ensure that you have the proper checks and balances
built in your security model to prevent fraudulent activity. In essence, SoD implements an appropriate level

of checks and balances upon the activities of individuals. With the added flexibility of our ad-hoc reporting
you can create, save, and email critical reports as needed.
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Benefits

Segregation of Duties for Infor-Lawson

"

Improved Capabilities

With a library of 290 SoD policies
our application provides in-depth
setup analysis of Lawson Security
data.

$

Saves Money

Our clients have significantly
reduced their labor intensive SoD
remediation efforts.

Expanded Offerings

User monitoring and security
modeling provide critical insight to
your Lawson system.

Audit Compliant

Our tools assist with developing
and maintaining an audit
compliant security model as well
as investigating questionable
transaction activity.

®

Time Saver

Custom Security violation and
audit reports can save you hours
when evaluating user security.

[o]

Cost Effective

Our SoD tools are very affordable
when compared to competing
products.
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Security & Auditing Solutions for Infor-Lawson

I FKinsey Portal x 4+ - X

€« 35 C { @ Notsecure | 192.168.100.136:9090 * 0 q

I(Insey~ Logged in as: admin
9 P red efi n ed Catego ri eS | Transaction Auditing ‘ Activity Monitor LAUA Reporting LS Reporting | Landmark | SoD Reporting ‘ Analytics ‘ Administration ‘

Lawson 10S Controls

SOD Policy Report | Add Securable Typesto R

P O I I Cy R atl n g S Configuration ASSET MANAGEMENT CASH MANAGEMENT CLOSING ‘ INVENTORY ‘ LANDMARK ORDER ENTRY PAYABLES PAYROLL PURCHASING RECEIVABLES
Scheduled Tasks ' Add New Policy l
1 1 1 Transaction Audit Rules . ' :
re a e n I m I e eW a eg O rl eS ID Enabled Importance Title/Comment
Reporting Groups
P _g_ . 33 Y% 7% ¥% 7% ¥ Initiate Purchase of Inventory conflicts with Input Purchase Orders. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the
SOD Policies misappropriation. (15-16)

Create Unlimited New Policies | snecedseons )

User Administration 34 ¥¥ % ¥% ¥ %7 Initiate Purchase of Inventory conflicts with Verify and Process Receipt of Inventory. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the
misappropriation. (15-18)

1 m 1 Problematic Forms
C re ate U n I I Ite d N eW R u I eS Metadata Editor 35 ¥¥ %% 3% ¥ %7 Initiate Purchase of Inventory conflicts with Schedule Inventory Production. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the

misappropriation.. (15-19)

&

. . . . . Manage Restrictions p
M O d Ify any EX I Stl n g P O I I C I eS View Error Log 36 ¥X 7% 7% 77 77 Initiate Purchase of Inventory conflicts with Authorize Production or Transfer Requests. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal
Internal Audit the misappropriation.. (15-20) )
Notifications 37 ¥¥ % ¥% ¥ %7 Initiate Purchase of Inventory conflicts with Receive / Transfer Goods to / from Manufacturing. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and
About conceal the misappropriation. (15-21)

38 ¢ ¥¢ 3% 7¥ ¢ Initiate Purchase of Inventory conflicts with Manufacturing of Inventory. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the

misappropriation. (15-22)
i

39 7% ¢ 3% 7¢ 3¢ Initiate Purchase of Inventory conflicts with Initiate Checks for Inventory Purchases. If one individual has responsibility for more than one o f these functions, that individual could misappropriate assets and conceal the

misappropriation. {15-5)
i

40 7% 7% 9% 7¢ ¢ Initiate Purchase of Inventory conflicts with Ship Inventory. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the misappropriation. {15-24)

“

41 Y% 9% 9% 7% ¢ Record Inventory Transactions conflicts with Initiate Purchase of Inventory. If one individual has responsibility for more than one of these functions, that individual could misappropriate assets and conceal the
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“~ Kinsey Portal - Internet Explorer

(<1S) T
|

I
Define Rules for linsey Logge in s admin |23

. Transaction Auditing | Activity Monitor LAUA Reporting | LS Reporting ‘ SoD Reporting Analytics Administration
o Form Conflicts

SoD Policies

¥ b a2

. SOD Policy R rt
Overview olicy Repo

O ROIe CO nfl iCtS Lawson 10S Controls ASSET MANMAGEMENT CASH MANAGEMENT | CLOSING | INVENTORY ORDER ENTRY PAYABLES PAYROLL RECEIVAELES ~ A
] ] Configuration Add New Policy
o Security Class Conflicts sehedled Tasks cnabled Importance Tile/Comment
vV v

Transaction Audit Rules ﬂ * * ﬁ }:3 67-68 Initiate Non-Routine Transactions conflicts with Review, Evaluate and Approve Non-Routine Transactions. If one individual has responsibility for more than ~

Reporting Groups one of these functions, that individual could conceal errors or fraudulent activity. Vv

SOD Policies

vl WRWITW 67-77 Initiate Non-Routine Transactions conflicts with Monitor Suspense or Clearing Accounts Usage. If one individual has responsibility for more than one of these

Scheduled Reports functions, that individual could conceal errors or fraudulent activity..

v

User Administration

Problematic Forms Group ID: 0 (OR) Group ID: 1 (OR)

Metadata Editor ¥ AC40.1 - Journal Entry (AC only) (TkN) K GL291 - Trial Balance (TKN)

Manage Restrictions ¥ AC40.4 - Journal Entry (AC and GL) (TkN) ¥ GL292 - Balance Sheet (Tkn)

View Error Log ¥ AC41.4 - Resource Time Entry (AC and GL) (Tkn) K GL293 - Income Statement (TKN)

¥ AC41.1 - Resource Time Entry (AC only) (TkN) ¢ RW100 - Report Generation (TKN)

ADD NEW GROUP
¥ CA10.1 - Allocation (TKN) AND ¥ GL90.1 - Transaction Analysis (TKN) AND

¥ GL70.1 - Recurring Journal (TkN) + I:’

¥ GLB5.1 - Transaction Interface Maintenance (TKN)

¥ AC54.1 - Transaction Interface Adjustment (TKN)
+

f.\i’ 5’.\{ fa.’ "z:{ }ﬁ 68-69 Review, Evaluate and Approve Non-Routine Transactions conflicts with Record Non-Routine Transactions. If one individual has responsibility for more than s
one of these functions, that individual could conceal errors or fraudulent activity.

W

.

WV ﬁ ﬁ ﬁ }:{ '}3 69-77 IRecord Non-Routine Transactions conflicts with Monitor Suspense or Clearing Accounts Usage. If one individual has responsibility for more than one of these

functions, that individual could conceal errors or fraudulent activity.. Vv

Copyright Kinsey 2015

Note: SoD Rules for Landmark security can only be created using Role or Security Class objects.
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I¢ FKinsey Segregation of Duties X + — X
& > C Y @ Notsecure | 192.168.100.136:9090/SOD_Report/?SERVERID=LSF_PROD @ % 0
] I(Insey- H Segregation of Duties . . E .
By User by POl ICy | Production - LS3SERVER v
By Policy by User .
) ] >r| nsey- Segregation C.If Duties Report [Fin.ancal policies) Data _as of: 2018-12—1.?. 15:59:14._{}
By Shared Role Assignments by Policy T by Py cendonatieet

@ Security Violations for User: Frank Nelson (fnelson) Expand All

View Differences Report © Farmow

Policy: 160 ﬁ ﬁ ﬁ ﬁ ﬁ
EX OO rt to I\/I I C rOSOft Exce I Description: Edit Payroll Master File conflicts with Initiate Payroll Check. Appropriate segregation of duties should exist between the preparation, disbursement, and human resources (or personnel management) functions in order to minimize the

potential for concealment of fraud. (41-33)
Edit Payroll Master File: Initiate Payroll Check:

C re ate U n | m |ted S ave d R e po rtS HR11.1 (TKN) or PA31.1 (TKN) or PA52.4 (TKN) PA13.2 (TKN) or PR135 (TKN) or PR137 (TKN) or PR140 (TKN) or PR30.1 (TKN) or PR35.1 (TKN) or PR35.2 (TKN) or PR35.3 (TKN)

or PR35.4 (TKN) or PR35.5 (TKN) or PR35.6 (TKN) or PR35.8 (TKN) or PR35.9 (TKN) or PR36.1 (TKN) or PR37.1 (TKN) or PR530

(TKN)
S C h ed u ed E m ai I N Otifi Cati O n S Type Object Security Class Description Rule Avail FC Prediction Type Object Security Class Description Rule Avail FC Prediction
TKN HR11.1 HRSetup Employee  GRANTED +,-A,C,D,F.G,H,,M,N,PRTWXYZ ALL ACCESS TKN PA13.2 PASetup Multiple Position and Job History GRANTED A,C,D,FLN,P  ALL ACCESS
TKN  PR30.1 PRSetup Standard Time Record GRANTED +,-A,CH,I,NP  ALL ACCESS
TKN PR35.1 PRSetup Time Entry GRANTED +,-A,C,I,N,PRT ALL ACCESS
TKN PR35.2 PRSetup Detail Time Entry GRANTED +,-A,C,I,N,PRT ALL ACCESS
TKN  PR35.3 PRSetup Speed Time Entry GRANTED AT ALl _ACCESS
TKN  PR35.4 PRSetup Step and Grade, Grade Range Time Entry  GRANTED AT ALL_ACCESS
TKN  PR35.5 PRSetup Attendance Time Entry GRANTED AT ALL_ACCESS
TKN  PR35.6 PRSetup Activity Time Entry GRANTED AT ALL_ACCESS
TKN  PR35.8 PRSetup Position Time Entry GRANTED AT ALl _ACCESS
TKN  PR36.1 PRSetup Time Record Entry GRANTED +,-A,C,I,N,PTX ALL ACCESS
TKN PR37.1 PRSetup Batch Time Control GRANTED +,-A,C,IR ALL_ACCESS
@ Security Violations for User: Lawson Lawson (lawson) Expand All
@ Security Violations for User: Sammy Christian (schristian) Expand All
@ Security Violations for User: Sarah Miller (smiller) Expand All
+ |

Sample Policy: Edit Payroll Master File conflicts with Initiate Payroll Check. Appropriate segregation of duties should exist between the preparation, disbursement, and
human resources (or personnel management) functions in order to minimize the potential for concealment of fraud.
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View, Print or Export violations by User
or Policy

k Kinsey Segregation of Duties x + - X

& & 0 @ Not secure| 192.168.100.136:9090/SOD_Report/?SERVERID=LSF_PROD @ v * " :
kinsey B o )=+[a]?]c
| Production - LS3SERVER v ‘

Segregation of Duties Report (Financal policies) Data as of: 2018-12-17 15:59:14.0

Production - LS35ERVER - Profile: APS

Display All Conditional Logic

~Insey

@ PAYROLL

@ Security Violations for User: Frank Nelson (fnelson)

User - Policy
Expand All

W W

Policy: 160 <"
¢ Kinsey Segregation of Duties x [ Security Class - Form x -+ = X

C Y @ Notsecure | 192.168.100.136:9090/KK_LS9ReportingPortal/filters.htm?SERVERID=LSF_PROD&PROFILE=APS&ID=150&CLASSFILTER=PASetup

ayroll Master File conflicts with Initiate Payroll Check. Appropriate segregation of duties should exist between the preparation, disbursement, and human resources (or personnel management) functions in order to minimize the
tial for concealment of fraud. (41-33)

@« 0@ :
HlAl?

Show Search Criteria

I(Inseyw Security Class - Form

Server: Production - LS3SERVER | Profile: APS

>0

File: Initiate Payroll Check:
\31.1 (TKN) or PA52.4 (TKN) PA13.2 (TKN) or PR135 (TKN) or PR137 (TKN) or PR140 (TKN) or PR30.1 (TKN) or PR35.1 (TKN) or PR35.2 (TKN) or PR35.3 (TKN)
or PR35.4 (TKN) or PR35.5 (TKN) or PR35.6 (TKN) or PR35.8 (TKN) or PR35.9 (TKN) or PR36.1 (TKN) or PR37.1 (TKN) or PR530

Expand Groups Collapse Groups Clear Filters Show/Hide Columns 101 records
Drag a column and drop it here to group by that column
Security Class " | Security Class Description ' | Form Y | Description Y | Available Fc Y Rule -
PASetup All Access to PA Setup forms PAG2.1 Employee Qualification Search +,-,1,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA24.1 Relocation +,-,A,C,D,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA45.2 Base Currency Cl 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA39.1 Applicant Military Service +,-,A,C,D,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PAGE.4 Employee Action Comments +,-,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA15.2 Work Restriction and Accommodation  +,-,A,C,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA13.1 Multiple Positions and Jobs A,C,D,FIN,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA70.2 Base Currency Gl 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA45.1 Requisition Offers A,C,D,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PAO3.1 Position Change +,-,C,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA32.1 Applicant Reference A,C,D,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA03.2 Position Change - Detail +,-,C|l 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA50.1 Action +,-,A,C,D,I,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA46.1 Requisition Comments +,-,A,C,D,1,X 'ALL_ACCESS'
PASetup All Access to PA Setup forms PAG7.1 Pay Rate History +,-,1,N,P 'ALL_ACCESS'
PASetup All Access to PA Setup forms PA44.1 Requisition Costs +,-,C,I,N,P 'ALL_ACCESS'
I:Aiip'rlm All Access to PA Setun forms PAGQN.2 Incident Follow lin +.-.C.LN.P 'All_ACCESS' ] ) v

Copyright (c) 2019

(TKN)
ecurity Class Description Rule Avail FC Prediction Type Object Security Class Description Rule Avail FC Prediction
RSetup Employee  GRANTED +,-,A,C,D,FG,H,I,MN,PRTWXYZ ALL ACCESS TKN PA13.2 PASetup Multiple Position and Job History GRANTED A,CD,EI,NP  ALL ACCESS
TKN PR30.1 PRSetup Standard Time Record GRANTED +,-A,CH,,NP  ALL ACCESS
TK PRSetup Time Entry GRANTED +,-A,CIN,P,RT ALL ACCESS
PR35.2 PRSetup Detail Time Entry GRANTED +,-A,CIN,P,RT ALL ACCESS
PR35.3 PRSetup Speed Time Entry GRANTED AT ALL_ACCESS
PR35.4 PRSetup Step and Grade, Grade Range Time Entry  GRANTED AT ALL_ACCESS
PR35.5 PRSetup Attendance Time Entry GRANTED AT ALL ACCESS
PR35.6 PRSetup Activity Time Entry GRANTED AT ALL ACCESS
PR35.8 PRSetup Position Time Entry GRANTED AT ALl _ACCESS
PR36.1 PRSetup Time Record Entry GRANTED +,-,A,C,,N,PTX ALL ACCESS
TKN PR37.1 PRSetup Batch Time Control GRANTED +,-A,CIR ALL_ACCESS
s for User: Lawson Lawson (lawson) Expand All
s for User: Sammy Christian (schristian) Expand All
s for User: Sarah Miller (smiller) Expand All

Drill to our Security Reports for more insight on any Role, Security Class or Form.
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k¢ Kinsey Portal

< cC O

% [l¢ Kinzey Segregation of Duties X + - X

@ htips://kkesbus.kk.ocal/SOD_Report/?SERVERID=LSF_PROD @ % O R

(Insey" H Segregation of Duties

View, Print or Export violations by User
or Policy

>
«~INS

@ Security Violations for User: ST05

Bl=]al?]c

‘ Internal - LSF 10/LMK 11 ¥ ‘

Data as of: 2018-12-19 15:37:00.0
Display All Conditional Logic

Segregation of Duties Report
(Landmark Payables Management)
Internal - LSF 10/LMK 11 - Product Line: IEFIN
Actor - Policy

ey

Expand All

@ LANDMARK

Policy: 371 -ﬂ- -ﬁ- -ﬂ- -ﬁ- ﬁ

Description: Maintain a fictitious vendor and enter an invoice to be included in the automatic payment run
k Kinsey Portal x ‘ k Kinsey Segregation of Duties b3 k Landmark Security Reporting -5 X =+ - X .
fendors: Enter Invoices:
(&7 0 & httpsy//kkesbus.kk.local/KK_LMReportingPortal/filters.htm?SERVERID=LSF_PROD&PROFILE=IEFIN&ID=252&CL ASSFILTER=APBasiclnvoiceProcessing_ST @ Q . N . . B
etup_ST (SecClass) APBasiclnvoiceProcessing_ST (SecClass)
I(Insey Security Class - All Objects i ’ E H Object Security Class Description Rule Avail FC Prediction Type Object Security Class Description Rule Avail FC Prediction
Server: Internal - LSF 10/LMK 11 | Product Line: IEFIN Show Search Criteria | APVendorSetup ST - - - - - SecClass APBasiclnvoiceProcessing ST - - - - -
Expand Groups Collapse Groups Clear Filters Show/Hide Columns 87 records ) ﬂ .* ﬂ ﬁ ﬂ
D | d drop it here t by that col e . .
ag a column and crop It nEre to grotp by that cotumn h: Enter fictitious vendor invoices and then render payment to the vendor
Security Class " | Security Class Descript'y” | Type Y | Object " | Form Description Y |Operand " | Rule " | Rule Exclusior * .
ces: Payment Processing:

APBasiclnvoicePraoces... Process Payables In... BusinessClass BudgetTemplateGro... is accessible for EditTotals uncon... . . .

. ) o : , : roiceProcessing_ ST (SecClass) APPaymentProcessing ST (SecClass)
APBasiclnvoiceProces... Process Payables In... BusinessClass CashlLedgerGLDistri... is accessible for all actions uncon... = =
APBasiclnvoiceProces... Process Payables In... BusinessClass ContractLine is accessible for Active.Updateln... Dbje'::t d53 DESCprtIOI"l Rule Avail FC  Prediction Tvpe Obje':t SE‘CUFIt‘)r' Class DESCFIptIDﬂ Rule  Avail FC  Prediction
APBasiclnvoiceProces... Process Payables In... BusinessClass Documentlinterface... is accessible for all actions uncon... APBasiclnvoi - - - - - SecClass APPaymentProcessing_ST - - - - -
APBasiclnvoicePraoces... Process Payables In... BusinessClass Documentinterface... is accessible for all actions uncon...
APBasiclnvoiceProces... Process Payables In... BusinessClass Documentinterfacel... is accessible for all actions uncon... 4 'ﬂ' 'ﬁ' 'ﬂ' 'ﬁ' 'ﬂ
APBasiclnvoiceProces... Process Payables In... BusinessClass ExpenseManageme... is accessible for all actions uncon... h: Maintain a fichitous vendor and create a pa\’fment to that vendor
APBasiclnvoiceProces... Process Payables In... BusinessClass ExpenseManageme... is accessible for all actions uncon... rendors: Pa\,rment PrO-::essing:
APBasiclnvoicePraoces... Process Payables In... BusinessClass ExpenseManageme... is accessible for all actions uncon... 5etup_5T (SECGBSS) APPaymentProcessing_ST (SECUBSS)
APBasiclnvoiceProces... Process Payables In... BusinessClass ExpenseManageme... is accessible for all actions uncon... . . . i o i i . i o

o ) _ i _ Object Security Class Description Rule Avail FC Prediction Type Object Security Class Description Rule Avail FC Prediction
APBasiclnvoiceProces... Process Payables In... BusinessClass GLCommit is accessible for UpdateToReleas... -
APBasiclnvoiceProces... Process Payables In... BusinessClass GLTransactionDetail is accessible for JournalizeTransa... D
APBasiclnvoiceProces... Process Payables In... BusinessClass MatchFinancialRep... is accessible for all actions uncon...
APBasiclnvoiceProces... Process Payables In... BusinessClass MatchlnvoiceDistrib... is accessible for all actions uncon...
APBasiclnvoiceProces... Process Payables In... BusinessClass Matchlnvoicelmport is accessible for all actions uncon...
APBasiclnvoiceProces... Process Payables In... BusinessClass MatchlnvoiceMessa... is accessible for all actions uncon... D rl ” to Our Secu rlty Reports for more IﬂSIg ht On any Role Or Secu rlty CIaSS
AP[RasirInvniermrr-\s.._ Process Pavahles In... RusinessClass MatchlnvoiceMessa... is accessible for all actions uncon... v ’
4 12
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T &

S O D VI O I at I O n I t e p O rt | E q vH::n: ?lnirtﬂ Dl?af:ult: Formulas Data Review View Developer Add-Ins Acrobat e e o UC@;EDD;;S
W53 ¥
A

A B C D E

F/ G H|I | J]|K|L M N O|P Q RS |T UV |W| X|Y Z | A AB AC AD| AE AF |AG|AH | Al | Al | AK| AL | AM| AN AO AP AQ | AR | AS | AT *
User 1

Microsoft Excel Violation Matrix beer2 I

— 1
User 3 -
. User 4
By User / Policy s
User &
. . . . . User 7
Easily Identify the most Violated Policies o
10 User 9
11 User 10
12 User 11
13 User 12
14 User 13
15 User 14
16 User 15
17 User 16
18 User 17
19 User 18
20 User 19
21 User 20
22 User 21
23 User 22
24 User 23
25 User 24
26 User 25
27 User 26
28 User 27
29 User 28
30 |User 29
31 User 30
32 User 31
33 User 32
24 User 33
35 User 34
36 User 35
37 User 36
38 User 37
i |
| 5

User/Rule Id

D00 |~ | |8 W M=

4 ¥ M| Viglations | User Rule Matrix . SOD Rules . FCLegend .~ 4]

Sample report for presentation purposes only. Exact layout may be different from this example.
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SoD Reporting Security Consulting

Our staff of certified security We can also help you completely

consultants will help you through the revise your security model to fit your

process of tuning your security model ' audit rquirements.
to adhere to SoD standards.

ERP Consulting

Kinsey consultants have been
' ' Implementing net new Lawson . '
Implementations for over 18 years.

Our consultants are Lawson certified

In every application suite.
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Security Reporting

Provides detailed analysis for either LS or Landmark security including all assignments for
Users, Actors, Roles, Security Classes, Tokens, Rules, Attributes, Business Classes,
Executables and Modules.

Security Modeling & Utilities

Create ‘what-if’ simulations in your security model without changing any actual security
settings and report back on what users are affected. Simulation options include User-Role,
Role-Security Class, Security Class object, or Form Rule assignments.

Security Auditing

Our security audit report enables you to monitor all changes to your security model including
the before and after values of any specific setting.
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Activity Monitor

Provide insight and control over your Lawson S3 applications by monitoring user activity.
Use this information to validate your Lawson security settings, monitor user activity, measure
peak usage times or monitor software usage patterns.

SoD Remediation

Our SoD Remediation tools provide further insight into SoD violations by uniquely identifying
conflicts through actual user activity.

Transaction Auditing

Transaction Auditing extends Activity Monitor by digging deeper into user field level activity for
the Lawson S3 applications. TA looks at all metadata to see what fields were viewed, added,
changed or deleted and the corresponding values.




o Kinsey & Kinsey, Inc.
26 North Park Boulevard

Glen Ellyn, IL. 60137
630-858-4866

S g.henson@kinsey.com

) call 757-621-8236

& www.kinsey.com

Please Contact Us!

We hope you found this beneficial




