SOD REMEDIATION (s3)

Resolve Complicated Segregation of Duties Violations

In the Cloud or On-premise

Flexible and Easy to Implement
Having the proper Segregation of Duties (SOD) policies in place is only one Key Benefits
piece of the compliance puzzle. Reporting and auditing on SOD access in Infor/

Lawson is a large undertaking without the proper reporting tool. Meanwhile Features included with SOD Remedia-

the need to identify potential access conflicts is required as part of the auditing o

process. By incorporating the results of our Activity Monitor we can identify e  User Policy Violation Grid
the policies where the highest degree of User activity exists. Focusing on these ¢ User Violation Detail Matrix
User conflicts can help you identify the areas where you may be the most e User Form Activity Details
vulnerable. e Role Assignment Modeling

e  Security Class Assignment Modeling
e Form Assignment Modeling

- e Form Rule Modeling

e  Filter by Activity Date Range

e I o e T B I R o o o o et o e o e e  Filter by Policy Star Rating
h e Filer by Policy Category

e  Over 300 Delivered Policies
‘ e Validates using 2,500 Rules
s e Validates Custom Rules

e Validates Custom Tokens

Drill to SOD Violation Details and User Activity
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